
Subject: Adding my own RBL check                                                                            

Posted by RandallRash on Thu, 20 Oct 2005 16:03:48 GMT
View Forum Message <> Reply to Message

I received a spam from ip address 66.179.205.112. Doing a "Spam Database Lookup" on
DNSSTUFF.COM has this address listed in psbl.surriel.com as many of my spams are that get
through NST. I would like to add this RBL as another check that NST is performing. Same goes
for SPAMCOP which returns hits on many spams I get that get through NST. I realize this may
increase false positives but I will monitor that. So, basically, could you instruct me how to add my
own (these two specifically) RBL checks? I am using NST SMTP Proxy 2.3.3.1. Thank you.

Subject: Re: Adding my own RBL check                                                                      
  
Posted by support on Fri, 21 Oct 2005 08:20:44 GMT
View Forum Message <> Reply to Message

SpamAssassin already supports several DNS blacklists.

The rule definitions are found in the file sa\ruleset\20_dnsbltests.cf,
and the scores in the file sa\ruleset\50_scores.cf.

You can override the default score settings in your local.cf file, like this:

score RCVD_IN_BL_SPAMCOP_NET 3.5
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